June 25, 2008
Ms. Marlene H. Dortch, Secretary FILED JACCEPTE
Oftice of the Secretary LEPTED
Federal Communications Commission JUN 2 5 2008
445 12" Street SW “ederal Commynicatigns Commtssin;-
Suite TW-A325 Dffice of thg STE(I!'E'[;!ry o

Washington, DC 20554

Re: San Juan Cable, LLC - Annual CPNI Compliance Certification
EB Docket No. 06-36

Dear Ms. Dortch:

Pursuant to 47 C.F.R. § 64.2009(e), enclosed, please find an original and four copies
of the annual CPNI compliance certification of San Juan Cable, LLC d/b/a OneLink
Communications (“OneLink”). This certification covers the period from December &, 2007,
when the Commission’s CPNI rules became applicable to voice-over-Internet-Protocol (“VOIP™)
providers such as OneLink,' through the date of the certification.

Very truly yours,

%7‘31— MW‘L@, W, PRAMISSi B
Jorge Hernandez am#e,
Vice President and CFO

OneLink Communications

1 Calle Manuel Camuiias

Urb. Tres Monjitas

San Juan, PR 00918-1485

Phone: (787) 766-0909

Fax: (787) 641-9859

Email: jorge.hemandez@onelinkpr.com

Implementation of the Telecommunications Act of 1996: Telecommunications Carriers’ Use of Customer
Proprietary Network Information and Other Customer Information; [P-Enabled Services, CC Docket No. 96-
115; WC Docket No. 04-36, Report and Order and Further Notice of Proposed Rulemaking, 22 FCC Red 6927
(2007); FCC Announces Effective Date of Amended Customer Proprietary Network Information (CPNI) Rules.
DA 07-49135, Public Notice {December 6, 2007).
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CERTIFICATE OF COMPLIANCE WETH PROTECTION OF
CUNTOMER PROPRIETARVYNETWORK INFORMATHON RELES

forge Hornandes siges this Certificate of Comphanee (his “Uertihcare " n woondinc
wih 37 U F R, 3 6. 20000 on Dehalt of Sai Joan Cable, THO dbva Onel ok O oremmmicataons
ahe Tompamy” This Centificate addresies the requroment of 47 CEFR 3 64 2000e) that the
Company provide both o centificate of compliance and o “stidement acoompuanying
cortifivate” we explam how s opersting procedures cosure complianee with 47 0 R

vk MY - e 2009,

Chy behalf of the Company. | certify as fadlowc

b Fam the Viee President and Chiel Pusancial Othicer of the Compae 5
Business wddress b1 Calle Manue] Camunas, San huan, PRGOSTR- 1488
2 Fhave porsonal knoss ledee of the taets stated i this CoruBane, §am rospossable

b overseeing the Compamy’s compliance sl the Pederal Communications Comimisston s
CECCT) rafes refating 1o the profection of customer propriviary network infurmnition 0PN
as defined in 47 LSO 3232000 1y,

>]

i Company personnel are not permitied 1o make any decibocs cogarding ome ol
PN wathout first consulting with a supeevingr from the Customer Operations [epariment e
Company s disciplinary policies and provedures wre applied to personnel whe make nnautheriecd
use o other diselosure of CPNT

4, Phe Company does oot disclose CPOND o austomens 1or anvone obse) over the
tclephone; 1 customers want 1o aocess CPNL they must visit the Company i porson and presont
valid phote wdentification. s sddition, the Company requires password authontvation tr
vastomer-initigted secess 0 customers” online accounds, These passwords ws ownell us the
procedure wsed 1o authenticite a caller™ identity # ek caller Bus forgorten s or B0 password
effectively protwt customers” CPNI from dita brokers,”

&

4, The Compars s policy 5 not 1o disclose CPND o thind parties, inchsding o
venture partners and aftilistes,

. Company personnel, proon womakiny amy ase ol CPNE must Hied consult with g
supervisor regarding the Imdulness of wsimg the CPNE mothe manner contemphaed. In docidng
whether the comemplated use of the CPNE 3 propor. management consdders ong o awre ol e
feblosving: the Company™s own complitney pelivies the appheable FOC regubations, the FOU TS
Compliones Claide, and, 0 pecessary, legad connsel. The Company s sales peraonngd ol
Costomier Operations personned must obinn supervisorsy approsal repaeding sy peopoesed nse ot
¢ INE

7. As encouraged By the FOO, the Company has implemented soveral Ldditeonal
CPND protective measures. AL of the Compams s computer sy stems and Llatahases contaning
CPNEare envrypred to prevent unauthiorised aocess.

L3 Phe Company by cognizant of the Janpers of “protexting,” and theretore, i ihe
veent that the Company detects attenmpts by soscadiod "daty brobers™ 10 e pretosting agaist o
e cdherwise i oseess OPNL the Compamy wall conduet an mieroal ivestisation to determing



the =ogree of the probivm and the mest appeopriste resolion, which may imvolve sopring such
profesting activits o the FOU or other applicable governmental authonzios

9. Phe Compan has not orecoived any complimb Wil ot G0 misaw
sirihoriead dclosare. o other problems with rospect 1 08 handlng or protodioen o PN

s the FOU s OPNE rudes beoame applicable o uorcesaoctesd Vol sonvice provdens o
Prevember 82007

Phis vedificativn s respectiudly subwniited on this 237 day o June, J00%

~arge Hermander o
ANk President and Chiet inancial ©fficer




